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ELECTRONIC FUND TRANSFERS AGREEMENT AND DISCLOSURE 

This Electronic Fund Transfers Agreement and Disclosure is the contract which covers your and our rights and 

responsibilities concerning the electronic fund transfers (EFT) services offered to you by Government Employees 

Federal Credit Union (GEFCU) (“Credit Union”). In this Agreement, the words “you,” “your,” and “yours” mean 

those who sign the application or account card as applicants, joint owners, or any authorized users. The words 

“we,” “us,” and “our” mean the Credit Union. The word “account” means any one (1) or more savings and checking 

accounts you have with the Credit Union. Electronic fund transfers are electronically initiated transfers of money 

from your account through the EFT services described below. By signing an application or account card for EFT 

services, signing your card, or using any service, each of you, jointly and severally, agree to the terms and 

conditions in this Agreement and any amendments for the EFT services offered. Furthermore, electronic fund 

transfers that meet the definition of remittance transfers are governed by 12 C.F.R. part 1005, subpart B—

Requirements for remittance transfers, and consequently, terms of this agreement may vary for those types of 

transactions. A “remittance transfer” is an electronic transfer of funds of more than $15.00 which is requested by a 

sender and sent to a designated recipient in a foreign country by a remittance transfer provider. Terms applicable 

to such transactions may vary from those disclosed herein and will be disclosed to you at the time such services 

are requested and rendered in accordance with applicable law.  The words “access codes” include the member 

generated code selected by you, login ID, password, secure access code, PIN and any other means of access to our 

services.  

1. EFT SERVICES — If approved, you may conduct any one (1) or more of the EFT services offered by the Credit 

Union.  

a. VISA Debit Card. If approved, you may use your card to purchase goods and services from participating 

merchants. However, you may not use your card to initiate any type of gambling transaction. If you wish to pay for 

goods or services over the Internet, you may be required to provide card number security information before you 

will be permitted to complete the transaction. You agree that you will not use your card for any transaction that is 

illegal under applicable federal, state, or local law. Funds to cover your card purchases will be deducted from your 

checking account. For one-time debit card transactions, you must consent to the Credit Union’s overdraft privilege 

plan in order for the transaction amount to be covered under the plan. Without your consent, the Credit Union 

may not authorize and pay an overdraft resulting from these types of transactions. Services and fees for overdrafts 

are shown in the document the Credit Union uses to capture the member’s opt-in choice for overdraft privilege 

and the Schedule of Fees and Charges.  

For other types of transactions, if the balance in your account is not sufficient to pay the transaction amount, the 

Credit Union may pay the amount and treat the transaction as a request to transfer funds from other deposit 

accounts, approved overdraft protection accounts, or loan accounts that you have established with the Credit 

Union. If you initiate a transaction that overdraws your account, you agree to make immediate payment of any 

overdrafts together with any service charges to the Credit Union. In the event of repeated overdrafts, the Credit 

Union may terminate all services under this Agreement. You may use your card and personal identification number 
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(PIN) in ATMs of the Credit Union, Pulse, and PLUS networks, and such other machines or facilities as the Credit 

Union may designate. For ATM transactions, you may sign your checking account up for the credit union’s 

overdraft protection feature from your available savings for checking account withdrawal amounts to be covered 

when you do not have sufficient funds in your checking to complete the ATM withdrawal request or point-of-sale 

(POS) transaction and you have not opted-in to the credit union’s overdraft privilege program. Refer to your 

account opening fee schedule for any applicable fees. In addition, you may use your card without a PIN for certain 

transactions on the Visa, Pulse, and PLUS networks. However, provisions of this agreement relating to Visa 

transactions do not apply to transactions processed through non-Visa networks. To initiate a Visa Debit 

transaction, you may sign a receipt, provide a card number or swipe your card through a point-of-sale (POS) 

terminal and choose to route the transaction over a Visa network. Please refer to the Member Liability section of 

this Agreement for terms and conditions.  

At the present time, you may also use your card to:  

- Withdraw funds from your savings and checking accounts.  

- Transfer funds from your savings and checking accounts.  

- Obtain balance information for your savings and checking accounts.  

- Make point-of-sale (POS) transactions with your card and personal identification number (PIN) to               

  purchase goods or services at merchants that accept Visa.  

- Order goods or services by mail or telephone from places that accept Visa.  

 

The following limitations on VISA Debit Card transactions may apply:  

- You may purchase up to a maximum of $1,500.00 per day.  

- You may withdraw up to a maximum of $500.00 in any one (1) day from an ATM machine, if there are  

  sufficient funds in your account.  

- You may transfer up to the available balance in your accounts at the time of the transfer.  

- See Section 2 for transfer limitations that may apply to these transactions.  

b. Data Star Audio Response. You may set up Data Star Audio Response to access your accounts, a separate 

personal identification number (PIN) will be assigned to you. You must use your personal identification number 

(PIN) along with your account number to access your accounts. At the present time, you may use Data Star Audio 

Response to:  

- Withdraw funds from your savings and checking accounts.  

- Transfer funds from your savings, checking and Loans.  

- Obtain balance information for your savings, checking, loan, certificate, and Loans.  

- Make loan payments from your savings and checking accounts.  

- Determine if a particular item has cleared.  

- Obtain tax information on amounts earned on savings and checking accounts or interest paid on loan  

   accounts.  

- Verify the last date and amount of your payroll deposit.  

 

Your accounts can be accessed under Data Star Audio Response via a touch-tone telephone only. Data Star Audio 

Response service will be available for your convenience 24 hours per day. This service may be interrupted for a 

short time each day for data processing. The following limitations on Data Star Audio Response transactions may 

apply:  
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- There is no limit to the number of inquiries, transfers, or withdrawal requests you may make in any one  

   (1) day.  

- See Section 2 for transfer limitations that may apply to these transactions.  

 

The Credit Union reserves the right to refuse any transaction which would draw upon insufficient funds, exceed a 

credit limit, lower an account below a required balance, or otherwise require us to increase our required reserve 

on the account. All checks are payable to you as a primary member and will be mailed to your address of record. 

The Credit Union may set other limits on the amount of any transaction, and you will be notified of those limits. 

The Credit Union may refuse to honor any transaction for which you do not have sufficient available verified funds. 

The service will discontinue if no transaction is entered after numerous unsuccessful attempts to enter a 

transaction and there may be limits on the duration of each telephone call.  

c. Preauthorized EFTs.  

- Direct Deposit. Upon instruction of (i) your employer, (ii) the Treasury Department or (iii) other financial   

  institutions, the Credit   Union will accept direct deposits of your paycheck or federal recurring  

  payments, such as Social Security, to your checking and/or savings account.  

- Preauthorized Debits. Upon instruction, we will pay certain recurring transactions from your checking  

  account. - See Section 2 for transfer limitations that may apply to these transactions.  

- Stop Payment Rights. If you have arranged in advance to make electronic fund transfers out of your  

  account(s) for money you owe others, you may stop payment on preauthorized transfers from your  

  account. You must notify us orally or in writing at any time up to three (3) business days before the  

  scheduled date of the transfer. We may require written confirmation of the stop payment order to be   

  made within 14 days of any oral notification. If we do not receive the written confirmation, the oral stop  

  payment order shall cease to be binding 14 days after it has been made. A stop payment request for  

  preauthorized Electronic Fund Transfers will apply to all subsequent transfers, unless you withdraw the  

  request.  

- Notice of Varying Amounts. If these regular payments may vary in amount, the person you are going to 

  pay is required to tell you, ten (10) days before each payment, when it will be made and how much it will  

  be. You may choose instead to get this notice only when the payment would differ by more than a  

  certain amount from the previous payment or when the amount would fall outside certain limits that  

  you set.  

- Liability for Failure to Stop Payment of Preauthorized Transfers. If you order us to stop payment of a  

  preauthorized transfer three (3) business days or more before the transfer is scheduled and we do not  

  do so, we will be liable for your losses or damages.  

e. Electronic Check Conversion/Electronic Returned Check Fees. If you pay for purchases or bills with a check or 

share draft, you may authorize your check or share draft to be converted to an electronic fund transfer. You may 

also authorize merchants or other payees to electronically debit your account for returned check fees. You are 

considered to have authorized these electronic fund transfers if you complete the transaction after being told 

(orally or by a notice posted or sent to you) that the transfer may be processed electronically or if you sign a 

written authorization.  

f. Home Banking Account Access. If you have Home Banking Account Access for your accounts, you will be 

required to create an on-line username and password, and register each device, by use of a secure access code. At 

the present time, you may use Home Banking Account Access to:  

- Transfer funds from your savings and checking accounts.  
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- Transfer funds from your savings and checking accounts to another member's account. 

- Transfer funds from your savings and checking accounts to an account you have with another financial  

  institution. 

- Transfer funds from your savings and checking accounts to an account with another financial institution. 

- Obtain balance information for your savings, checking, loan, certificate, and Loans.  

- Make loan payments from your savings and checking accounts.  

- Make bill payments to preauthorized creditors.  

- Set-up recurring transfers with your account or between different GEFCU accounts and other financial 

institutions.  

- Set-up balance account alerts.  

- Change your e-mail address, postal address, or phone numbers.  

- Change your history date range.  

- Change the default history sort order.  

- Change your account nickname. 

- Set up text banking. 

- Download transaction history to spreadsheet. 

- Apply for a loan. 

 

Your accounts can be accessed under Home Banking Account Access via personal electronic device. Home Banking 

Account Access will be available for your convenience 24 hours per day. This service may be interrupted for a short 

time each day for data processing. We reserve the right to refuse any transaction which would draw upon 

insufficient funds, exceed a credit limit, lower an account below a required balance, or otherwise require us to 

increase our required reserve on the account. We may set other limits on the amount of any transaction, and you 

will be notified of those limits. We may refuse to honor any transaction for which you do not have sufficient 

available verified funds. The service will discontinue if no transaction is entered after numerous unsuccessful 

attempts to enter a transaction and there may be limits on the duration of each access.  

The following limitations on Home Banking Account Access transactions may apply:  

- There is no limit to the number of inquiries, transfers or withdrawal requests you may make in any one  

  (1) day except those accounts regulated by Reg D. 

- Transfers or withdrawals may not exceed the available funds in your account.  

- See Section 2 for transfer limitations that may apply to these transactions.  

 

2. TRANSFER LIMITATIONS — For all savings accounts, you may initiate no more than six (6) transfers and 

withdrawals from your account to another account of yours or to a third party in any month by means of a 

preauthorized, automatic, or Internet transfer, by telephonic order or instruction, or by check, draft, debit card or 

similar order. If you exceed these limitations, your account may be subject to a fee or be closed.  

3. CONDITIONS OF EFT SERVICES —  

a. Ownership of Cards. Any card or other device which we supply to you is our property and must be returned to 

us, or to any person whom we authorize to act as our agent, or to any person who is authorized to honor the card, 

immediately according to instructions. The card may be closed at any time at our sole discretion without demand 

or notice. You cannot transfer your card or account to another person.  
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b. Honoring the Card. Neither we nor merchants authorized to honor the card will be responsible for the failure 

or refusal to honor the card or any other device we supply to you. If a merchant agrees to give you a refund or 

adjustment, you agree to accept a credit to your account in lieu of a cash refund.  

c. Foreign Transactions.  

Visa. Purchases and cash withdrawals made in foreign currencies will be debited from your account in U.S. dollars. 

The exchange rate between the transaction currency and the billing currency used for processing international 

transactions is a rate selected by Visa from a range of rates available in wholesale currency markets for the 

applicable central processing date, which rate may vary from the rate Visa itself receives or the government-

mandated rate in effect for the applicable central processing date. The exchange rate used on the processing date 

may differ from the rate that would have been used on the purchase date or cardholder statement posting date.  

A fee of 1.00% of the amount of the transaction, calculated in U.S. dollars, will be imposed on all multiple currency 

foreign transactions, including purchases, cash withdrawals and credits to your account. A foreign transaction is 

any transaction that you complete or a merchant completes on your card outside of the United States, with the 

exception of U.S. military bases, U.S. territories, U.S. embassies or U.S. consulates.  

d. Security of Access Code. You may use one (1) or more access code with your electronic fund transfers. The 

access codes issued to you are for your security purposes. Any access codes issued to you are confidential and 

should not be disclosed to third parties or recorded on or with the card. You are responsible for safekeeping your 

access codes. You agree not to disclose or otherwise make your access codes available to anyone not authorized to 

sign on your accounts. If you authorize anyone to use your access codes that authority shall continue until you 

specifically revoke such authority by notifying the Credit Union. You understand that any joint owner you authorize 

to use an access code may withdraw or transfer funds from any of your accounts. If you fail to maintain the 

security of these access codes and the Credit Union suffers a loss, we may terminate your EFT services 

immediately.  

e. Joint Accounts. If any of your accounts accessed under this Agreement are joint accounts, all joint owners shall 

be bound by this Agreement and, alone and together, shall be responsible for all EFT transactions to or from any 

savings and checking or loan accounts as provided in this Agreement. Each joint account owner, without the 

consent of any other account owner, may, and is hereby authorized by every other joint account owner, make any 

transaction permitted under this Agreement. Each joint account owner is authorized to act for the other account 

owners, and the Credit Union may accept orders and instructions regarding any EFT transaction on any account 

from any joint account owner.  

4. FEES AND CHARGES — There are certain fees and charges for EFT services. For a current listing of all applicable 

fees, see our current Rate and Fee Schedule for fees and charges that was provided to you at the time you applied 

for or requested these electronic services. From time to time, the charges may be changed. We will notify you of 

any changes as required by applicable law.  

If you use an ATM not operated by us, you may be charged a fee by the ATM operator and by any international, 

national, regional, or local network used in processing the transaction (and you may be charged a fee for a balance 

inquiry even if you do not complete a funds transfer). The ATM surcharge will be debited from your account if you 

elect to complete the transaction or continue with the balance inquiry.  
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5. MEMBER LIABILITY — You are responsible for all transactions you authorize using your EFT services under this 

Agreement. If you permit someone else to use an EFT service, your card or your access code, you are responsible 

for any transactions they authorize or conduct on any of your accounts.  

TELL US AT ONCE if you believe your card or access code has been lost or stolen, if you believe someone has used 

your card or access code or otherwise accessed your accounts without your authority, or if you believe that an 

electronic fund transfer has been made without your permission using information from your check. Telephoning 

is the best way of keeping your possible losses down. You could lose all the money in your account (plus your 

maximum overdraft line-of-credit). If a transaction was made with your card or card number without your 

permission and was either a Visa or Interlink transaction, you will have no liability for the transaction, unless you 

were grossly negligent in the handling of your account or card or access code. For all other EFT transactions, 

including ATM transactions or if you were grossly negligent in the handling of your account or card or access code, 

your liability for an unauthorized transaction is determined as follows.  

If you tell us within two (2) business days after you learn of the loss or theft of your card or access code, you can 

lose no more than $50.00 if someone used your card or access code without your permission. If you do NOT tell us 

within two (2) business days after you learn of the loss or theft of your card or access code and we can prove we 

could have stopped someone from using your card or access code without your permission if you had told us, you 

could lose as much as $500.00.  

Also, if your statement shows transfers that you did not make including those made by card, access code or other 

means, TELL US AT ONCE. If you do not tell us within 33 days after the statement was mailed to you, you may not 

get back any money lost after the 33 days if we can prove that we could have stopped someone from making the 

transfers if you had told us in time. If a good reason (such as a hospital stay) kept you from telling us, we will 

extend the time periods. If you believe your card or access code has been lost or stolen or that someone has 

transferred or may transfer money from your accounts without your permission, call:  

(512) 339-9812 (lost/stolen) 

or write to:     Mailing Address: 

GEFCU       

10806 Metric Blvd   PO Box 81535 

Austin, TX  78758    Austin, TX  78708 

Fax: (512) 836-3732  

 

You should also call the number or write to the address listed above if you believe a transfer has been made using 

the information from your check without your permission.  

6. RIGHT TO RECEIVE DOCUMENTATION —  

a. Periodic Statements. Transfers and withdrawals made through any ATM or POS terminal, debit card 

transactions, audio response transactions, preauthorized EFTs, online/PC transactions or bill payments you make 

will be recorded on your periodic statement. You will receive a statement monthly unless there is no transaction in 

a particular month. In any case, you will receive a statement at least quarterly, either paper or electronically.  

b. Terminal Receipt. You can get a receipt at the time you make any transaction (except inquiries) involving your 

account using an ATM and/or point-of-sale (POS) terminal.  

c. Direct Deposit. If you have arranged to have a direct deposit made to your account at least once every 60 days 

from the same source and you do not receive a receipt (such as a pay stub), you can find out whether or not the 
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deposit has been made by calling (512) 339-9812. This does not apply to transactions occurring outside the United 

States.  

 

7. ACCOUNT INFORMATION DISCLOSURE — We will disclose information to third parties about your account or 

the transfers you make:  (See “Member Privacy Notice” for more information) 

- As necessary to complete transfers;  

- To verify the existence of sufficient funds to cover specific transactions upon the request of a third party,  

  such as a credit bureau or merchant;  

- To comply with government agency or court orders; or  

- If you give us your written permission.  

 

8. BUSINESS DAYS — Our business days are Monday through Friday.  Weekends and holidays recognized by GEFCU 

are not business days.  GEFCU’s business day begins at 8:00am and ends 5:00pm CST. 

9. CREDIT UNION LIABILITY FOR FAILURE TO MAKE TRANSFERS — If we do not complete a transfer to or from 

your account on time or in the correct amount according to our agreement with you, we may be liable for your 

losses or damages. However, we will not be liable for direct or consequential damages in the following events:  

 

- If, through no fault of ours, there is not enough money in your accounts to complete the transaction, if  

  any funds in your accounts necessary to complete the transaction are held as uncollected funds pursuant  

  to our Funds Availability Policy Disclosure, or if the transaction involves a loan request exceeding your  

  credit limit.  

- If you used your card or access code in an incorrect manner.  

- If the ATM where you are making the transfer does not have enough cash.  

- If the ATM was not working properly and you knew about the problem when you started the  

  transaction.  

- If circumstances beyond our control (such as fire, flood, or power failure) prevent the transaction.  

- If the money in your account is subject to legal process or other claim.  

- If funds in your account are pledged as collateral or frozen because of a delinquent loan.  

- If the error was caused by a system of any participating ATM network.  

- If the electronic transfer is not completed as a result of your willful or negligent use of your card, access  

  code, or any EFT facility for making such transfers.  

- If the telephone or computer equipment you use to conduct audio response, online/PC, or mobile  

  banking transactions is not working properly and you know or should have known about the breakdown  

  when you started the transaction.  

- If you have bill payment services, we can only confirm the amount, the participating merchant, and date  

  of the bill payment transfer made by the Credit Union. For any other error or question you have  

  involving the billing statement of the participating merchant, you must contact the merchant directly.  

  We are not responsible for investigating such errors.  

- Any other exceptions as established by the Credit Union.  

 

10. NOTICES — All notices from us will be effective when we have mailed them or delivered them to the 

appropriate address in the Credit Union’s records or when we make such notices available to you through 

electronic means. Notices from you will be effective when received by the Credit Union at the address specified in 
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this Agreement. We reserve the right to change the terms and conditions upon which this service is offered. We 

will mail notice to you at least 21 days before the effective date of any change. Use of this service is subject to 

existing regulations governing the Credit Union account and any future changes to those regulations.  

The following information is a list of safety precautions regarding the use of ATMs and night deposit facilities:  

- Be aware of your surroundings, particularly at night.  

- Consider having someone accompany you when the ATM or night deposit facility is used after dark.  

- Close the entry door of any ATM facility equipped with a door.  

- If another person is uncomfortably close to you at the time of your transaction, ask the person to step  

  back before you complete your transaction. If it is after the regular hours of the financial institution and  

  you are using an ATM, do not permit entrance to any person you do not know.  

- Refrain from displaying your cash at the ATM or night deposit facility. As soon as your transaction is  

  completed, place your money in your purse or wallet. Count the cash later in the safety of your car or  

  home.  

- If you notice anything suspicious at the ATM or night deposit facility, consider using another ATM or  

  night deposit facility or coming back later. If you are in the middle of a transaction and you notice  

  something suspicious, cancel the transaction, take your card or deposit envelope, and leave.  

- If you are followed after making a transaction, go to the nearest public area where people are located.  

- Do not write your personal identification number (PIN) or access code on your ATM card.  

- Report all crimes to law enforcement officials immediately. If emergency assistance is needed, call the  

  police from the nearest available public telephone.  

 

11. BILLING ERRORS — In case of errors or questions about electronic fund transfers from your savings and 

checking accounts or if you need more information about a transfer on the statement or receipt, telephone us at 

the following number or send us a written notice to the following address as soon as you can. We must hear from 

you no later than 33 days after we sent the first statement on which the problem appears. Call us at:  

Phone 512-339-9812 

or write to:     Mailing Address: 

GEFCU       

10806 Metric Blvd   PO Box 81535 

Austin, TX  78758    Austin, TX  78708 

Fax: (512) 836-3732  

 

- Tell us your name and account number.  

- Describe the electronic transfer you are unsure about and explain, as clearly as you can, why you believe  

  the Credit Union has made an error or why you need more information.  

- Tell us the dollar amount of the suspected error.  

 

If you tell us orally, we may require that you send us your complaint or question in writing within ten (10) business 

days.  

We will determine whether an error has occurred within ten (10)* business days after we hear from you and will 

correct any error promptly. If we need more time, however, we may take up to 45** days to investigate your 

complaint or question. If we decide to do this, we will credit your account within ten (10)* business days for the 

amount you think is in error so that you will have the use of the money during the time it takes us to complete our 
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investigation. If we ask you to put your complaint or question in writing and we do not receive it within ten (10) 

business days, we may not credit your account.  

We will tell you the results within three (3) business days after completing our investigation. If we decide that 

there was no error, we will send you a written explanation. You may ask for copies of the documents that we used 

in our investigation.  

* If you give notice of an error within 30 days after you make the first deposit to your account, we will have 20 

business days instead of ten (10) business days to investigate the error.  

** If you give notice of an error within 30 days after you make the first deposit to your account, notice of an error 

involving a point-of-sale (POS) transaction, or notice of an error involving a transaction initiated outside the U.S., 

its possessions and territories, we will have 90 days instead of 45 days to investigate the error.  

For errors involving new accounts, point-of-sale (POS) transactions or foreign initiated transactions, we may take 

up to 90 days to investigate your complaint or question.  For new accounts, we may take up to 20 days to credit 

your account for the amount you think is in error. 

We will tell you the results within three (3) business days after completing our investigation.  If we decide that 

there was no error, we will send you a written explanation.  You may ask for copies of the documents that we 

received in our investigation. 

NOTE: If the error you assert is an unauthorized Visa transaction, other than a cash disbursement at an ATM, we 

will credit your account within five (5) business days unless we determine that the circumstances or your account 

history warrant a delay, in which case you will receive credit within ten (10) business days.  

12. TERMINATION OF EFT SERVICES — You may terminate this Agreement or any EFT service under this 

Agreement at any time by notifying us in writing and stopping your use of your card and any access code. You must 

return all cards to the Credit Union. You also agree to notify any participating merchants that authority to make bill 

payment transfers has been revoked. We may also terminate this Agreement at any time by notifying you orally or 

in writing. If we terminate this Agreement, we may notify any participating merchants making preauthorized 

debits or credits to any of your accounts that this Agreement has been terminated and that we will not accept any 

further preauthorized transaction instructions. We may also program our computer not to accept your card or 

access code for any EFT service. Whether you or the Credit Union terminates this Agreement, the termination shall 

not affect your obligations under this Agreement for any electronic transactions made prior to termination.  

13. GOVERNING LAW — This Agreement is governed by the bylaws of the Credit Union, federal laws and 

regulations, the laws and regulations of the State of Texas, and local clearinghouse rules, as amended from time to 

time. Any disputes regarding this Agreement shall be subject to the jurisdiction of the court of the county in which 

the Credit Union is located.  

14. ENFORCEMENT — You are liable to us for any losses, costs or expenses we incur resulting from your failure to 

follow this Agreement. You authorize us to deduct any such losses, costs or expenses from your account without 

prior notice to you. If we bring a legal action to collect any amount due under or to enforce this Agreement, we 

shall be entitled, subject to applicable law, to payment of reasonable attorney’s fees and costs, including fees on 

any appeal, bankruptcy proceedings, and any post-judgment collection actions.  
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Government Employees FCU (GEFCU) 

Mobile Banking Terms and Conditions  

In this Disclosure and Agreement, the words “I,” “me,” “my,” “us” and “our” mean the individual or business that 

applied for and/or uses any of the Mobile Banking Remote Services described in this Disclosure and Agreement. 

The words “you,” “your,” and “yours” refer to Government Employees Federal Credit Union (GEFCU). My 

Application for use of the Mobile Banking Services, your notification of approval of my application and Service 

Credit Union’s Mobile Banking are hereby incorporated into and made a part of this Disclosure and Agreement. In 

the event of a discrepancy relating to mobile banking services between this Disclosure and Agreement and my 

Application or your approval, this Disclosure and Agreement will control. 

If we approve Mobile Banking for your accounts, you will be required to create a Username and password.  At the 

present time, you may use Mobile Banking to: 

 Make deposits to your primary savings account and checking accounts. 

 Transfer funds from your primary savings account, checking accounts and Line of Credit accounts. 

 Transfer funds from your primary savings and checking accounts to another member’s account. (must be 

set up under home banking account access first) 

 Transfer funds from your primary savings and checking accounts to an account you have with another 

financial institution. 

 Obtain balance information for your primary savings account, checking accounts, loans, and certificates. 

 Make loan payments from your primary savings and checking accounts. 

 Make bill payments to preauthorized creditors. 

 Set-up recurring transfers with your account or between GEFCU accounts. 

Your accounts can be accessed under Mobile Banking via mobile device or other approved access device(s). Mobile 

Banking will be available for your convenience 24 hours a day, seven (7) days a week. This service may be 

interrupted for a short time each day for data processing, maintenance, updating and in the event of an 

emergency. We reserve the right to refuse any transaction which would draw upon insufficient funds, exceed a 

credit limit, lower an account below a required balance, or otherwise require us to increase our required reserve 

on the account. We may set other limits on the amount of any transaction, and you will be notified of those limits. 

We may refuse to honor any transaction for which you do not have sufficient available verified funds. The service 

will discontinue if no transaction is entered after numerous unsuccessful attempts to enter a transaction and there 

may be limits on the duration of each access. 

The following limitations on Mobile Banking transactions may apply: 

- There is no limit to the number of inquiries, transfers or withdrawal requests you may make in any one (1) day, 

except for the following: 

 TRANSFER LIMITATIONS — for all savings accounts, you may make no more than six (6) transfers and 

withdrawals from your account to another account of yours or to a third party in any month by means of 

a preauthorized, automatic, or Internet transfer, by telephonic order or instruction, or by check, draft, 

debit card or similar order. If you exceed these limitations, your account may be subject to a fee or be 

closed. 

- Transfers or withdrawals may not exceed the available funds in your account. 
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Remote Deposit Capture Service Acceptance. The following are requirements that must be met for initial 

approval to use Remote Deposit Capture in Mobile Banking. 

 Account in good standing 

 No delinquent loans 

 Members under the age of 18 years with parent(s) as joint owner(s) are eligible. 

 No history of excessive or repeated returned items 

 I authorize GEFCU to review my history with Telecheck and the Credit Bureau. 

 And any derogatory result(s) may be cause for denial for Remote Deposit Capture Mobile Banking. 

 Other factors may also be considered 

If I meet all of the criteria above GEFCU may still remove the privilege of Remote Deposit Capture deposits in 

Mobile Banking if they believe I am not managing my account in a responsible manner. 

Following receipt of your notification approving my use of the Mobile Banking, I am authorized by you to deposit 

paper checks I receive to my account with you by electronically transmitting a digital image of the paper checks to 

you for deposit. My use of Mobile Banking constitutes my acceptance of the terms and conditions of this 

Disclosure and Agreement.  Upon receipt of the digital image, you will review the image for acceptability. I 

understand and agree that receipt of an image does not occur until after you notify me of receipt of the image via 

the Deposit History feature. I understand that, in the event I receive a notification from you confirming receipt of 

an image, such notification does not mean that the image contains no errors or that you are responsible for any 

information I transmit to you. You are not responsible for any image that you do not receive. Following receipt of 

the image, you may process the image by preparing a” substitute check” or clearing the item as an image. 

Notwithstanding anything to the contrary, you reserve the right, within your sole and absolute discretion, to 

accept or reject any item for deposit into my Account.  I understand that any amount credited to my Account for 

items deposited using Mobile Banking Remote Deposit Capture is a provisional credit and I agree to indemnify you 

against any loss you suffer because of your acceptance of the deposited check. 

In addition I agree that I will not (i) modify, change, alter, translate, create derivative works from, reverse engineer, 

disassemble or decompile the technology or Service, (ii) copy or reproduce all or any part of the technology or 

Service; or (iii) interfere, or attempt to interfere, with the technology or Service. 

Guarantee Specific to Deposits Received for Credit to a Business Account: 

My use of the Services for the purpose of depositing to a Business Account constitutes my understanding and 

agreement that I may be personally liable for any expenses GEFCU incurs in attempting to obtain final payment for 

the item in question, outside of the routine costs associated with item processing, in the event of a default by the 

Business. This includes but is not limited to recovery of the amount credited in the event of non-payment, 

collection costs and attorney’s fees as applicable, as well as any and all costs associated with GEFCU enforcing this 

Guarantee. This Guarantee shall benefit GEFCU and its successors and assigns. 

Compliance with Law. I agree to use the products and Service for lawful purposes and in compliance with all 

applicable laws, rules and regulations, as well as all laws pertaining to the conduct of my business if applicable. I 

warrant that I will only transmit acceptable items for deposit and have handled the original items in accordance 

with applicable laws, rules and regulations. I promise to indemnify and hold you harmless from any damages, 

liabilities, costs, expenses (including attorneys’ fees) or other harm arising out of any violation thereof. This 

indemnity will survive termination of my Account and this Agreement. 
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Devices.  You are solely responsible for the maintenance, installations, and operation of your device.  
The risk of error, failure, or non-performance is your risk and includes the risk that you do not operate 
the Device properly.  We are not responsible for any errors, deletions, or failures that occur as a result of 
any malfunction of your device or software.  Undetected or unrepaired viruses, worms, malware, or 
similar malicious programs may corrupt and destroy your programs, files, and even your hardware.  You 
should routinely scan your device using a reliable virus detection product. Additionally, you may 
unintentionally transmit the virus to other devices. GEFCU shall not be responsible for any virus that 
affects your device or software while using our Service.  You agree that you shall not send us any viruses, 
worms, malware, or similar malicious programs, nor shall you engage in any activity which has a harmful 
effect on our web site.  Do not leave your device unattended while you are in GEFCU’s online banking 
site.  Do not allow your internet browser to store your online banking log-in ID or password.  Log out of 
online banking and close your browser completely after each online banking session. 
 

Check Requirements. Any image of a check that I transmit to you must accurately and legibly provide all the 

information on the front and back of the check at the time presented to me by the drawer. Prior to photographing 

the original check, I will endorse the back of the original check. My endorsement on the back of the original check 

will include my signature and my account number and “For Deposit Only”. The photographed image of the check 

transmitted to you must accurately and legibly provide, among other things, the following information: (1) the 

information identifying the drawer and the paying bank that is preprinted on the check, including complete and 

accurate MICR information and the signature(s); and (2) other information placed on the check prior to the time an 

image of the check is captured, such as any required identification written on the front of the check and any 

endorsements applied to the back of the check. The image quality for the check will meet the standards for image 

quality established by the American National Standards Institute (“ANSI”), the Board of Governors of the Federal 

Reserve, and any other regulatory agency, clearing house or association. 

Endorsement of Deposited Items. Checks must be endorsed by the payee on the reverse side of the check in 

the space nearest the trailing edge of the check. A two-party check that is not endorsed by both parties will not be 

accepted for deposit. If the check is payable to me or my joint member, either of us can endorse it. If the check is 

payable to me and my joint member both of us must endorse the check. Third party checks will not be accepted 

for deposit. 

Rejection of Deposit. You are not liable for any service or late charges levied against me due to your rejection of 

any item. In all cases, I am responsible for any loss or overdraft plus any applicable fees to your Account due to an 

item being returned. 

Items Returned Unpaid. A written notice will be sent to me of transactions you are unable to process because of 

returned items. With respect to any item that I transmit to you for deposit that you credit to my Account, in the 

event such item is dishonored, I authorize you to debit the amount of such item from the Account. 

Email Address. I agree to notify you immediately if I change my email address. 

Unavailability of Services. I understand and agree that Mobile Banking may at times be temporarily unavailable 

due to Credit Union system maintenance or technical difficulties including those of the Internet service provider 

and Internet software. In the event that the Services are unavailable, I acknowledge that I can deposit an original 

check at your branches or through some of your ATMs or by mailing the original check to you at P.O. Box 81535, 
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Austin, TX  78708. It is my sole responsibility to verify that items deposited using Mobile Banking have been 

received and accepted for deposit by you.  

Business Day and Availability Disclosure. Your business days are Monday through Friday, except holidays. 

Your office hours are 8:00 a.m. to 5 p.m., Central Standard Time, each business day (our branch office hours may).   

Your contact center is available from 8:00 to 5:00 pm, Central Standard Time, Monday through Friday. The number 

is 512-339-9812. 

Funds Availability. I understand and agree that, for purposes of deposits made using the Services, the place of 

deposit is Austin, TX. Deposits presented before 5:00 PM each business day will post on the same day. Deposits 

received after 5:00 PM will be posted the following business day. With regard to the availability of deposits made 

using Remote Deposit Capture Mobile Banking, funds from check deposits will be available as set forth in the 

Terms and Conditions, under the section “YOUR ABILITY TO WITHDRAW FUNDS”. 

Accountholder’s Warranties. I make the following warranties and representations with respect to each image 

of an original check I transmit to you utilizing Mobile Banking: 

1) Each image of a check transmitted to you is a true and accurate rendition of the front and back of the original 

check, without any alteration, and the drawer of the check has no defense against payment of the check. 

2) The amount, the payee, signature(s), and endorsement(s) on the original check are legible, genuine, and 

accurate. 

3) I will not deposit or otherwise endorse to a third party the original item (the original check) and no person will 

receive a transfer, presentment, or return of, or otherwise be charged for, the item (either the original item, or a 

paper or electronic representation of the original item) such that the person will be asked to make payment based 

on an item it has already paid. 

4) Other than the digital image of an original check that I remotely deposit through your Services, there are no 

other duplicate images of the original check. 

5) Where applicable, I have instituted procedures to ensure that each original check was authorized by the drawer 

in the amount stated on the original check and to the payee stated on the original check. 

6) I am authorized to enforce each item transmitted or am authorized to obtain payment of each item on behalf of 

a person entitled to enforce such transmitted item. 

7) The information I provided in my Application remains true and correct and, in the event any such information 

changes, I will immediately notify you of the change. 

8) I have not knowingly failed to communicate any material information to you. 

9) I have possession of each original check deposited using Mobile Banking and no party will submit the original 

check for payment. 

10) Files and images transmitted to you will contain no viruses or any other disabling features that may have an 

adverse impact on your network, data, or related systems. 

 

Accountholder’s Indemnification Obligation. I understand and agree that I am required to indemnify you and 

hold you harmless against any and all claims, actions, damages, liabilities, costs, and expenses, including 

reasonable attorneys’ fees and expenses arising from my use of Mobile Banking and/or breach of this Disclosure 

and Agreement. I understand and agree that this paragraph shall survive the termination of this Agreement. 

In Case of Errors. In the event that I believe there has been an error with respect to any original check or image 

thereof transmitted to you for deposit or a breach of this Agreement, I will immediately contact you regarding such 
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error or breach as set forth below, Monday through Friday, 8:00 AM to 5:00 PM Central Standard Time at our 

Telephone Number: 512-339-9812. 

Limitation of Liability. I understand and agree that you are not responsible for any indirect, consequential, 

punitive, or special damages or damages attributable to my breach of this Disclosure and Agreement. 

Warranties. I UNDERSTAND THAT THE CREDIT UNION DOES NOT MAKE ANY WARRANTIES ON EQUIPMENT, 

HARDWARE, SOFTWARE OR INTERNET PROVIDER SERVICE, OR ANY PART OF THEM, EXPRESSED OR IMPLIED, 

INCLUDING, WITHOUT LIMITATION, ANY WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR 

PURPOSE. THE CREDIT UNION IS NOT RESPONSIBLE FOR ANY LOSS, INJURY OR DAMAGES, WHETHER DIRECT, 

INDIRECT, SPECIAL OR CONSEQUENTIAL, CAUSED BY THE INTERNET PROVIDER, ANY RELATED SOFTWARE, OR 

THE CREDIT UNION’S USE OF ANY OF THEM OR ARISING IN ANY WAY FROM THE INSTALLATION, USE, OR 

MAINTENANCE OF MY PERSONAL COMPUTER HARDWARE, SOFTWARE, OR OTHER EQUIPMENT. 

Change in Terms. You may change the terms and charges for Mobile Banking indicated in this Disclosure and 

Agreement by notifying me of such change when logging into the Mobile Banking service after a change and may 

amend, modify, add to, or delete from this Disclosure and Agreement from time to time. My use of Mobile Banking 

after receipt of notification of any change by you constitutes my acceptance of the change. 

Termination of the Services. You may terminate my use of Mobile Banking at any time. In the event of termination 

of Mobile Banking, I will remain liable for all transactions performed on my account. 

Relationship to Other Disclosures. The information in these Disclosures applies only to the Services (Mobile 

Banking) described herein. Provisions in other disclosure documents, as may be revised from time to time, remain 

effective for all other aspects of the Account. 

Governing Law. I understand and agree that this Disclosure and Agreement and all questions relating to its validity, 

interpretation, performance, and enforcement shall be governed by and construed in accordance with the internal 

laws of the State of Texas, notwithstanding any conflict-of-laws doctrines of such state or other jurisdiction to the 

contrary. I also agree to submit to the personal jurisdiction of the courts of the county of your main office. 

Periodic Statement. Any deposits made through Remote Deposit Capture Mobile Banking will be reflected on my 

monthly account statement. I understand and agree that I am required to notify you of any error relating to images 

transmitted using Mobile Banking by no later than 30 days after I receive the monthly periodic statement that 

includes any transaction I allege is erroneous. I am responsible for any errors that I fail to bring to your attention 

within such time period. 

Limitations on Frequency and Dollar Amount. I understand and agree that I cannot exceed the limitations on 

frequency and dollar amounts of remote deposits that are set forth by you. 

Unacceptable Deposits. I understand and agree that I am not permitted to deposit the following items using 

Remote Deposit Capture: 

1) Any item drawn on my GEFCU account or “not a check”. 

2) Any item that is stamped with a “non-negotiable” watermark. 

3) Any item that contains evidence of alteration to the information on the check. 

4) Any item not issued in U.S. dollars or drawn on a U.S. financial institution. 

5) Any item that is incomplete. 
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6) Any item that is “stale dated” or “postdated.” 

(7) Any third party check, i.e., any item that is made payable to another party and then endorsed to me by such 

party. 

 

This agreement will become effective when I accept the terms, and conditions and shall remain in full force and 

effective until termination or cancellation. 

 

Changes in Financial Circumstances. I understand and agree that I must inform you immediately in the event a 

material change in my financial circumstances or in any of the information provided in my Application including any 

supporting financial information. If I am using the Service to deposit items into an account/business to which I am a 

party, this includes, but is not limited to, notification of the following: (a) changes in transaction volumes at my 

account/business; (b) any change in a representation or statement made or furnished to you by me or on my behalf 

in my Application; (c) a material change occurs in my ownership or organizational structure (acknowledging that any 

change in ownership will be deemed material when ownership is closely held); (d) I or any owner dies; if I am a sole 

proprietorship, the owner dies; if I am a partnership, any general or managing partner dies; if I am a corporation, 

any principal officer or 10.00% or greater shareholder dies; if I am a limited liability company, any managing member 

dies; (e) an adverse change occurs in my financial condition or applicable credit histories; and (f) I am in default 

under any agreement for borrowed money or any other material contract. I agree to provide you any financial 

records you reasonably request to determine my financial status during the term of this Disclosure and Agreement. 

Confidentiality. I acknowledge and agree that confidential data relating to your Services, marketing, strategies may 

come into my possession in connection with this Disclosure and Agreement. I understand and agree that I am 

prohibited from disclosing and agree to maintain the confidentiality of your Confidential Information. 

Waiver. The failure of either party to seek a redress for violation, or to insist upon the strict performance, of any 

covenant, agreement, provision, or condition hereof shall not constitute the waiver of the terms or of the terms of 

any other covenant, agreement, provision, or condition, and each party shall have all remedies provided herein with 

respect to any subsequent act which would have originally constituted the violation hereunder. 

Relationship. This Disclosure and Agreement does not create, and shall not be construed to create, any joint 

venture or partnership between the parties. No officer, employee, agent, servant, or independent contractor of 

either party shall at any time be deemed to be an employee, servant, agent, or contractor of the other party for any 

purpose whatsoever. 

 

 

 

 

 


